
THE ACT ON CYBER SECURITY
An overview block diagram related to the Act and its implementing legal regulations

Abbreviations: 
IS – information system
PAIS – public administration IS
ISES – IS of essential service
ES – essential service 
CI – critical infrastructure
CII – critical information infrastructure
IIS – important information system
CS – communication system
DS – digital service
NCISA – National Cyber and Information 
Security Agency
DCS – Decree on Cyber Security
ACS – Act on Cyber Security
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Note: 

This document is only a supporting guide and does not replace any act or implementing legislation. 

The right to make changes to this document reserved. This document is non-binding English translation.

More information about the processes of the identification, including the obligations of authorities and persons, are available at www.GovCERT.cz
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